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AFSC or go to:   https://www.my.af.mil to review the AFECD                               



SPECIAL ANNOUNCEMENT CRITERIA

APPLICATION PROCEDURES

NSTRUCTIONS TO COMMANDERS/SUPERVISORS: This position vacancy announcement will be given the broadest possible dissemination. A copy of this 
announcement will be posted on your unit/activity bulletin board.  Selecting supervisor will contact qualified applicants for interviews.  After the Human Resources
Officer (HRO) approves the selection package, the HRO office will send a notification letter to all applicants of their selection/non-selection. The selection of an 
applicant is not final until the individual has been notified by the HRO-AGR.  After the selecting supervisor makes a selection, the “routing” of the selection
package begins and ends with HRO.

THE ALASKA NATIONAL GUARD IS AN EQUAL OPPORTUNITY EMPLOYER
All applicants will be protected under Title VI of the Civil Rights Act of 1964. Eligible applicants will be considered without regard to race, age, religion, marital 
status, national origin, political affiliation or any other non-merit factor. Due to restrictions in assignment to certain units and AFSC/MOS some positions may have 
gender restrictions.



AFSC 3D071, Craftsman 
AFSC 3D051, Journeyman 
AFSC 3D031, Apprentice 
AFSC 3D011, Helper

KNOWLEDGE OPERATIONS MANAGEMENT
(Changed 30 Apr 19) 

1. Specialty Summary. Develop, govern, and monitor processes, technologies, and practices that support organizations to identify, 
capture, organize, and employ information in both fixed and deployed environments. These information assets comprise of raw data, 
documents, practices, policies, and individual expertise. Core competencies of Knowledge Managers include: professionalnetworking, 
social collaboration, Communities of Practice (CoP), enterprise information systems technology, business continuity, cross-functional 
data sharing, and process-improvement. Related DoD Occupational Subgroup: 151000. 

2. Duties and Responsibilities:
2.1. Manages the overall process for organizations to plan, coordinate, manage, share, and control information. Identifies and analyzes 
data, information, and knowledge requirements to facilitate discovery and dissemination of decision-quality information. Leveragesthe 
interaction of people, processes, and enterprise technologies to capture, store, organize, share, and control tacit and explicit knowledge. 
Leverages continuous process improvement techniques to improve mission and business processes, enhancing access to relevant cross- 
functional information in a collaborative, timely, and contextual manner. Promotes organizational information as a reusable, shared,
protected, consistent, and compliant resource. Manages and enforces use of metadata, enabling data to be accessed, tagged, and 
searched regardless of physical location, media, source, owner, or other defining characteristics. Assists and educates users on
authoritative data sources, data services, and presentation tools to meet organizationalobjectives.
2.2. Assists organizations with meeting statutory records management requirements, to include training, policies, and technologies used 
to identify, organize, protect, share, archive, and dispose of official government records. Operates and manages records, information, 
management systems, and records staging facilities for long-term and permanent records. Provides assistance and training with Privacy 
Act, Freedom of Information Act, and Civil Liberties programs. 
2.3. As part of the Cyberspace Support career field family, manages, supervises, and performs planning and implementation activities. 
Manages implementation and project installation and ensures architecture, configuration, and integration conformity. Develops, plans, 
and integrates base communications systems. Serves as advisor at meetings for facility design, military construction programs, and 
minor construction planning. Evaluates base comprehensive plan and civil engineering projects. Monitors status cyber or 
communications-related base civil engineer work requests. Performs mission review with customers. Controls, manages, andmonitors 
project milestones and funding from inception to completion. Determines adequacy and correctness of project packages and 
amendments. Monitors project status and completion actions. Manages and maintains system installation records, files, and indexes. 
Evaluates contracts, wartime, support, contingency, and exercise plans to determine impact on manpower, equipment, andsystems.
2.4. Conducts defense cyber operations (DCO) and associated support activities to defend DoD and other friendly cyberspace. DCO 
includes passive and active cyberspace defense operations to preserve the ability to utilize friendly cyberspace capabilities and protect 
data, networks, net-centric capabilities and other designated systems as well as passive defense measures intended to maintain and 
operate the DODIN and other networks such as configuration control, patching and firewall operations.  Support activities includes 
but not limited to maintenance of cyber weapons systems, functional mission analysis, mission mapping, tool development, stan-eval, 
mission planning and data analysis.

3. Specialty Qualifications:
3.1. Knowledge. Knowledge is mandatory of: planning and coordinating the complete life-cycle of organizational data and information
assets, including enterprise information management, technologies, information security, and knowledge operations.
3.2. Education. For entry into this specialty, completion of high school or general education development equivalency is mandatory.
Additional courses in business, mathematics, computer science, and information systems are desirable.
3.3. Training. For award of AFSC 3D031, completion of Knowledge Management initial skills course is mandatory.
3.4. Experience. The following experience is mandatory for award of the AFSC indicated:
3.4.1. 3D051. Qualification in and possession of AFSC 3D031. Experience or knowledge of collaboration/web service applications; 
informationarchitectures; records management;and knowledge management principles.
3.4.2. 3D071. Qualification in and possession of AFSC 3D051. Experience performing or supervising knowledge management 
planning functions such as applying knowledge management principles, solutions, and technologies to improve the effectiveness and 
efficiency of Air Force organizations.
3.5. Other. The following are mandatory as indicated:
3.5.1. For entry into this specialty: See attachment 4 for entry requirements.
3.5.2. For award and retention of these AFSCs:
3.5.2.1. Must maintain local network access IAW AFI 17-130, Cybersecurity Program Management and AFMAN 17-1301, Computer 
Security.
3.5.3. A valid state driver’s license to operate government motor vehicles (GMV) in accordance with AFI 24-301, Vehicle Operations
is desired. 
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